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**Отчет о реализации Плана мероприятий**

**по обеспечению информационной безопасности детей в МБОУ СОШ № 30**

**за 1-е полугодие 2021 года**

|  |  |  |  |
| --- | --- | --- | --- |
| № п/п | Содержание пунктов плана | Срок исполнения | Информация о ходе выполнения мероприятий |
| 1 | 2 | 3 | 4 |
| **Глава 1. Организационные мероприятия по повышению эффективности механизмов защиты детей от распространения информации, причиняющей вред их здоровью и развитию** |
| 1. | Размещение на сайте образовательного учреждения сведений о лучших ресурсах для детей и родителей, информации для родителей о возможностях по организации родительского контроля за доступом к информационно-телекоммуникационной сети «Интернет» (далее – сеть Интернет) | В начале учебного года | +<https://30rezh.uralschool.ru/?section_id=175> |
| 2. | Организация проверок библиотечных фондов на предмет выявления литературы, включенной в Федеральный список экстремистских материалов, и соответствия фондов открытого доступа библиотек требованиям Федерального закона от 29 декабря 2010 года №436 –ФЗ «О защите детей от информации, причиняющей вред их здоровью и развитию» (в редакции от 05.04.2021 г.) | 1 раз в месяц | +Проводится библиотекарем ОУ |
| **Глава 2. Повышение качества работы систем исключения доступа к информации, несовместимой с задачами гражданского становления детей, а также средств фильтрации и иных аппаратно – программных и технико – технологических устройств** |
| 1. | Организация контроля эффективности контент-фильтров, препятствующих доступу к интернет-сайтам, содержащим экстремистскую и иную информацию, причиняющую вред здоровью и развитию детей. | В течение года | +установлен фильтр школьной точки доступа WiFi |
| 2. | Организация оснащения автоматизированных рабочих мест в школьных библиотеках программным продуктом, обеспечивающим фильтрацию интернет- контента | - | - |
| **Глава 3. Профилактика у детей и подростков интернет-зависимости, игровой зависимости и правонарушений с использованием информационно – телекоммуникационных технологий, формирование у несовершеннолетних навыков ответственного и безопасного поведения в современной информационно – телекоммуникационной среде через обучение их способам защиты от вредной информации** |
| 1. | Проведение профилактических мероприятий с несовершеннолетними и их родителями по вопросам информационной безопасности (тематические уроки, классные часы, родительские собрания, консультации), в том числе разъясняющих законодательство об ответственности за распространение материалов экстремистского, порнографического и наркотического содержания | В течение года | +Родительские собрания, распространение памяток по безопасности в сети Интернет в классных группах WhatsApp, классные часы по тематике безопасного общения в соц.сетях и др.  |
| 2.  | Организация тематических конкурсных мероприятий (конкурсов, игр, викторин) по ознакомлению несовершеннолетних с основами информационной безопасности детей в образовательных учреждениях | В течение года | +Конкурс рисунков « Безопасный интернет» |
| 3. | Проведение Единого урока безопасности в сети Интернет | Октябрь-ноябрь | + |
| 4. | Участие во Всероссийском конкурсе по разработке информационной продукции для детей «Премия Сетевичок» | - | - |
| 5. | Проведение цикла мероприятий для обучающихся, родителей (законных представителей) обучающихся и работников образовательных учреждений «Сетевичок» | - | - |
| 6. | Организация и проведение различных мероприятий (семинаров, совещаний, «круглых столов», тренингов, практикумов, конференций) для педагогических работников ОУ по вопросу обеспечения информационной безопасности для всех участников образовательного процесса | - | - |
| 7. | Организация повышения квалификации педагогов в области информационной безопасности | В течение года | Обучение педагогов по курсу «Защита персональных данных» |
| 8. | Организация повышения компетентности родителей (законных представителей) и работников образовательных учреждений в области цифровой грамотности и информационной безопасности на портале «Учеба. Онлайн» | - | - |
| 9. | Организация проведения исследования детей и родителей (законных представителей несовершеннолетних) «Образ жизни подростков в сети» | - | - |
| 10. | Мониторинг социальных сетей обучающихся | 1 раз в неделю | +Проводится классными руководителями |
| 11. | Проведение обучающих уроков по вопросам защиты персональных данных для учащихся и преподавателей, в том числе дистанционным способом | В течение года | + |
| 12. | Проведение конкурса «Защити свои персональные данные» среди учащихся | - | - |
| 13. | Проведение тестирования среди учащихся и педагогов по вопросам защиты персональных данных | - | - |
| 14. | Организация информированности о деятельности детского телефона доверия (службы экстренной психологической помощи), в том числе через сеть Интернет | В начале учебного года | +На сайте ОУ |
| **Глава 4. Информационное просвещение граждан о возможности защиты детей от информации, причиняющей вред их здоровью и развитию** |
| 10 | Организация и проведение общешкольных тематических родительских собраний, классных часов о возможном вреде информации в СМИ и сети Интернет и способах защиты детей от информации, причиняющей вред их здоровью и развитию | В течение года | + |