**Памятка родителям**

***Как уберечь компьютер от заражения вирусом***

• Используйте антивирусное программное обеспечение с обновленными

базами вирусных сигнатур.

• Не открывайте вложенные файлы или ссылки, полученные по электронной

почте, через социальную сеть или другие средства связи, не

удостоверившись, что файл или ссылка не содержит вирус.

• Внимательно проверяйте доменное имя сайта (например, www.yandex.ru),

так как злоумышленники часто используют похожие имена сайтов, чтобы

ввести жертву в заблуждение (например, www.yadndex.ru).

• Обращайте внимание на предупреждения браузера или поисковой машины

о том, что сайт может угрожать безопасности компьютера.

• Не подключайте к своему компьютеру непроверенные съемные носители.

• Не поддавайтесь на провокации злоумышленников, например, требования

перевести деньги или отправить смс, чтобы снять блокировку компьютера.

***Как защитить свои личные данные***

• Используйте сложные пароли (они состоят как минимум из 10 символов,

включают буквы верхнего и нижнего регистра, цифры и специальные

символы, не содержат имя пользователя и известные факты о нем).

• Никому не сообщайте свой пароль.

• Для восстановления пароля используйте привязанный к аккаунту

мобильный номер, а не секретный вопрос или электронную почту.